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(57) Abstract : 

The present invention relates to an organization-based access control system comprises of a casing 1 mounted adjacent to an entrance 

door of an organization that authenticate the user while taking entry in the organization by verifying different level of authentication 

method, an artificial intelligence based imaging unit 5 mounted over the casing 1 to identify of the user facial recognition in order to 

allow entry in the organization, a display unit 6 mounted on the casing 1 that displays the late penalty amount over it in case the user 

arrive late in the organization multiple time, a card/cash payment module mounted over the casing 1 that carry out real time 

transaction of the late arrival penalty amount, an emergency button 8 mounted on the casing 1 that is pressed by the user to notify an 

admin in case the user is unable to carry out any level of authentication.  
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